
5 TIPS TO PROTECTING

Tip 1: Use a password manager 

These allow for unique passwords for each user account and
can create passwords for you. 

Tip 2: Use passphrases 

Passphrases tend to be longer than passwords and also
easier for you to remember.

Tip 3: Delete unused accounts 

If you no longer need an account or the information
associated with it, minimize your risk of exposure by
removing the account.

Tip 4: Enable multi-factor 
authentication

This allows an extra layer of security to access your accounts.

This can be anything from new device logins, new location
logins, changed passwords, missing data, and any other
activity you did not do.

Tip 5: Look for suspicious activity with
your accounts
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